
CyLock MFA for Windows Logon

The standard username and password system for Windows logon is not fully secure due to 

vulnerabilities such as weak passwords, password reuse, phishing attacks, and the risk of 

something the user knows and something they have, like a mobile device, for access, thereby 

CyLock supports the following scenarios during logon to Windows desktop and server 
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  Improved accountability and auditing of user access

  Enhanced user convenience and reduced password fatigue

  Protection against phishing and social engineering attacks
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